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Agenda Item:
8.7
1 Decision/action requested 
This contribution proposes a conclusion for Key Issue #2 for protection of RRC Reject message.
2 References
[1] 3GPP TR 33.809
“Study on 5G Security Enhancement against False Base Stations”
3 Rational
Asymmetric key solution has big impact for RAN2 and outstanding security issues. We recommend hash based solution for MIB/SIB check as the basis of normative work. 
4 Detailed proposal
7.X 
Key Issue 2: Security protection of system information
The solutions using shared key based HASH for MIB/SIB check are recommended for normative work for protection of system information.
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